The user will log in to the app with a username and password

And the username and password are being checked, and if valid, then generate a token

1. Receive username and password on the controller
2. Find the user if it exists, proceed
3. Check the login password with the user password. If correct, then proceed
4. Get the role of the exit user if exits, then proceed
5. Call the ItokenRepository and pass the parameters – IdentityUser and role

1. Create claims
2. Get key from appsettings.js
3. Create credentials
4. Generate token
5. Return token